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Abstract. The decentralization of social media eliminates the need for central authori-
ties and brings back privacy, ownership, and dissemination to the users. Massive content
produced on social media carries the intellectual property (IP) that needs to be protected.
This study proposed using a non-fungible token (NFT) to solve the problem by allowing
users to create the post as NFT. A prototype decentralized social media application built
with NEAR is used to implement and test the proposed solution. The results show that
creating a post as NFT on a decentralized social media application is achievable with
an average minting time of 7.73 seconds and minting fees of USD 0.7. A concurrency
test was also conducted to observe the behavior of the minting process upon scaling up
requests. Low variance suggests the consistency and stability of the proposed solution in
terms of time, cost, and scalability. In addition, the proposed solution scored 85.49% for
user satisfaction from 31 respondents.
Keywords: Blockchain, Decentralized social media, Intellectual property, Minting, Non-
fungible token

1. Introduction. Blockchain allows the development of Web3 and decentralized appli-
cations [1-3]. The decentralization of social media is taking place in recent works [4-8]
concerning users’ data privacy, ownership, and dissemination. The elimination of central-
ized authorities raises a concern about intellectual property (IP) infringements on social
media [9,10] in areas such as trademarks, logos, copyright, and designs [11]. Social media
hosts a massive amount of content generated by users. The central authority controls and
manages disputes regarding infringements through a valid DMCA (Digital Millennium
Copyright Act) complaint submitted via the form to the platforms [12-15]. Decentral-
ized social media brings new challenges to taking and resolving infringement complaints
without trusted central intermediaries [16].

Non-fungible token (NFT) is an approach proposed in this study to resolve the challenge
of intellectual property infringements in decentralized social media [17,18]. The proposed
approach aims to protect intellectual property contents in the decentralized application
by posting it as NFT on the platform. Related studies focus mainly on the law aspect
of the problems [19] and identifying critical technologies related to it [20]. The arrival
of decentralized social media and applications enabled by blockchain and smart contract
technologies exacerbate the need for IP protection tailored to the situation. The main
contribution of this study is the realization and evaluation of the approach to a prototype
decentralized social media application that runs on NEAR. This study allows social media
users to generate NFT-based posts instead of regular posts.
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The rest of this paper is organized as follows. Section 2 describes the research methods.
Section 3 explains the results and discussion. Finally, Section 4 concludes this paper with
some suggestions for future work.

2. Methods. This section discusses the research methodology conducted in this study to
address intellectual property (IP) infringements using NFT for decentralized social media
applications. A prototype of the application is developed separately from this study. The
challenges tackled throughout this section are the design and implementation of the NFT-
based user generation content for IP protection on a decentralized social media application
and the testing and evaluation of the proposed approach in terms of time and cost. Thus,
this study focuses on creating NFT based on users’ posts in the application. The objective
is to demonstrate the usage of NFT as a solution to protect user-generated content from
IP infringements on decentralized social media.

2.1. Design and implementation. The system design phase comprises two parts: sm-
art contract and user interface. This study is additional work to the existing prototype de-
centralized social media application. Figure 1 shows the front-end flowchart, and Figure 2
shows the back-end flowchart of the proposed NFT module for the prototype decentralized
social media application.

Figure 1. NFT minting front-end

The minting process is manageable for the users to access by connecting their wallet to
the application. Users can make an NFT of the post by minting it and settling the minting
fees. The minting process takes the post metadata (user-generated content). Minted posts
are recorded on the blockchain for IP protection and coverage purposes. This is achieved
by checking and comparing the metadata of the NFT to be created with the NFTs that
are already created, which is described in Figure 2.
The NFT module receives a request from the users to make the post as an NFT. The

metadata required is processed for creating the NFT on the back-end. The created NFT is
transferred to the user’s wallet. Figure 3 shows the graphical user interface of the minting
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Figure 2. NFT minting back-end

page. The minting process utilizes the library provided by NEAR. The parameters for
minting an NFT are the followings.

1) TokenId: the identifier of the published NFT. This identifier is generated automati-
cally on the front-end and sent to the smart contract when the minting function is called.
The identifier is set to account identifier + “nft-post” + date and time + random number.

2) TokenMetadata: this data is obtained from the input previously given by the user.
3) AccountId: the recipient of the published NFT, which in the case of the NFT minting

application is the user.
On the NFT minting page shown in Figure 3, there is a login button at the top that,

when clicked, directs the user to the NEAR Testnet wallet login page. After logging in, the
user is taken back to the main application page, where the user is given three input fields:
message, title, and description. The message refers to the text (message) posted as an
NFT. The title refers to the title of the NFT to publish, and the description refers to the
description of the NFT. The process continues to the NEAR transaction approval page.
This page appears in response to the minting process. Figure 4 shows the transaction
approval page for minting the NFT. The minting process costs 1 NEAR for the user to
pay. The published NFT can be viewed in the user NEAR Testnet wallet’s Collectibles
tab.

2.2. Testing and evaluation. The tests aim to find the minting time (second) and
minting fee (NEAR) for an NFT. The metadata set up for the minting time test is
predefined as “Test Fee” for all fields: message, title, and description. The minting fee
test uses a variable-length message. The concurrency test examines the effect of concurrent
minting requests on the minting time. The user is asked to fill out a survey questionnaire
to evaluate the acceptance of this approach.
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Figure 3. NFT minting page

Figure 4. NFT transaction approval dialog

3. Results and Discussion. The tests to find NFT minting time are shown in Table 1.
The total minting time for ten NFTs with the same metadata is 77.28 seconds, with an
average of 7.73 seconds per NFT. The variance is 1.935, which indicates the minting time
for an NFT is near consistent and stable.
The minting fee test results are shown in Table 2, and the results are also consistent

and stable. The variance found for this test is 2.287 E-6. The cost to mint ten NFTs is
0.155 N ≈ USD 0.7 (July 20th, 2022). On average, the minting fee for an NFT is USD
0.07. This is true for the ten tests with message content varying in length between 1 and
450 characters.
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Table 1. NFT minting time test results

Test No. Minting time (s)
1 10.64
2 7.09
3 6.73
4 7.08
5 9.97
6 7.43
7 7.36
8 6.83
9 6.76
10 7.39

Table 2. NFT minting fee test results

Number of characters Minting fee (NEAR)
1 0.01322
50 0.01371
100 0.01421
150 0.01471
200 0.01521
250 0.01571
300 0.01621
350 0.01671
400 0.01721
450 0.01771

Table 3. NFT concurrency test results

Number of users Average minting time (s)
1 7.48
3 9.48
5 8.18

The concurrency test also shows no significant differences in average minting time for
one, three, and five simultaneous minting requests. Table 3 presents the results of the
concurrency test. The metadata set for this test is predefined to “Test Message NFT”
for all fields. The consistency of the minting time is essential for the decentralized social
media application to scale up to serve more users. The variance for this test is 1.03,
demonstrating the consistency of the minting process for concurrent user requests.

4. Conclusions. This study contributes to realizing NFT-based posts tailored to decen-
tralized social media. This study shows a feasible and acceptable solution for protecting
IP in decentralized social media applications. The minting time and fees based on the
tests show the consistency critical to this solution’s adoption. The concurrency test finds
that the NFT-based posts could scale up with existing blockchain technologies to handle
more user requests without significantly dropping the performance. The survey indicates
a high acceptance rate from users. This study establishes the opportunity for studies on
voting and consensus mechanism to resolve infringement disputes collectively.

The shortage of this study is that the NFT-based post is still limited to text only, and
multimedia contents such as images, videos, and sounds are not studied. The minting
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feature also lacks copy detection and verification components. These shortages allow fu-
ture studies to expand the work for minting multimedia files and adding copy detection
and verification components to the minting process. Implementation and testing of the
solution on full-scale decentralized social media would reveal more actual performance
and cost findings.
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